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Abstract of the contribution: This contribution introduces a new key Issue on the need for Context Awareness within the NextGen core.
Introduction
Context information is used in today’s networks for the optimization of Network Functions (NF) within e.g., SGWs or PGWs. However this information is usually handled by the different NFs in a non-consolidated way, i.e. by making use of different reference points and is handled in different semantics.  
In NextGen, according to what was discussed in several Key Issues so far, session/network context information is required, not only for optimizing UP NFs behaviour ,but also Control-Plane (CP) NFs. This was captured in the existing Key Issues (KI)s discussions where session/network context has been highlighted as an enabler in KI-2 (QoS framework), KI-3 (mobility management), KI-4 (session management), KI-5 (efficient user plane paths), KI6 (session continuity) and KI-12 (security framework). 
These references point out to the fact that context information was not ideally handled within the previous 3GPP architectures (like EPC). For e.g. in LTE/EPC a SGW re-selection is typically triggered on the mobility context of UE or load/ SGW failure only, hence limited by the information made available to the SGW. In NextGen, exploring optimized ways to get session/network context information can result in a more optimised (re-)anchoring procedure. 
The challenge however is in handling the generation of such context from the constituent inputs (e,g, UE, NFs or 3rd party applications) in an efficient way. So the main focus of this KI contribution is to introduce the study of the efficient generation and retrieval/provisioning of rich session/network context to be utilized by UP/CP NFs, and assist them in decision making.
NOTE: Context consumption/execution by the NF is out-of-scope of this KI.
Proposed changes to TR 23.799
[bookmark: _Toc449517669][bookmark: _Toc445245022][bookmark: _Toc445245146][bookmark: _Toc445247622][bookmark: _Toc445332134][bookmark: _Toc445372729][bookmark: _Toc445384198]5.x	Key Issue x: Context Awareness 
[bookmark: _Toc449517670]5.x.1	Description
This Key Issue addresses the need of having a richer session/network context, handling it and then efficiently presenting it to assist the User-Plane (UP) and Control-Plane (CP) Network Functions (NF) in decision making. This need is highlighted in TR 22.864 [7], where the NextGen system is expected to rely on session/network context information in order to for example enabling efficient user plane paths. 
Furthermore context has been mentioned as an enabler in Key Issues’ discussions (e.g. KI-2 to KI-6 and KI-12). However in order to efficiently address context retrieval and handling for these KIs, existing mechanisms are not sufficient. For example in current LTE/EPC a data-plane anchor point re-selection is typically triggered on the mobility context of the UE or load/ failure of gateway, and hence limited by the information made available to the SGW. However, a richer context describing the best match according to, for example, location of UE, corresponding service and underlying available best network can result in an optimised data-plane anchor point re-selection.
The focus of this key issue is to highlight the need of a mechanism which can discover, reason and predict a situation by efficiently turning raw measurements into well-defined knowledge (referred here as context ). Such a mechanism should adhere to the principle of modularization that would enable a cross-NF management of context information and would provide the desired reusability of context information. This would also provide an interface for exchange of contexts to 3rd parties. Such a mechanism for generating, storing and distributing context should support existing frameworks in TR23.799 where the actual context execution occurs, for example the policy framework.
NOTE: Context execution is assumed to be handled by the Network Functions themselves and is outside the scope of this Key Issue.
Solutions to this Key Issue will:
-	Determine which information from the UE, external applications, Network Functions, and RAN can be combined and how, to create richer session/network context information that can optimize decision making.
· Investigate which kind of analysis can be applied;
-	Investigate which reference points or communication models should be used to enable monitored information to flow among NFs (e.g., UP and/or CP functions) and 3rd party applications
-	Study how to expose information from and to NFs depending on context awareness and prevent unwanted share of information;
-	Look into how NextGen systems operate with different levels of context awareness needed, i.e. not all NFs may need to be context aware;
-	Study how to deal with conflict resolution among NFs using context.  
NOTE: Exporting the context to 3rd party applications needs to be addressed in coordination with KI-9 (3GPP architecture impacts to support network capability exposure).
5.22.2	Work Tasks
Table 5.22.2-1: Work tasks for Context Awareness
	Work Task ID
	Work Task
	Work Task Description

	CAF_WT#0
	
	- Pro


	CAF_WT#1
	
	- Whe




[bookmark: _Toc458157998]5.9	Key Issue 9: 3GPP architecture impacts to support network capability exposure and context information awareness.
[bookmark: _Toc458157999]5.9.1	Description
The next generation system is expected to accommodate various services and TR 22.861 [4], TR 22.862 [5] and TR 22.863 [6] will continue to define requirements for key service categories, i.e. massive IoT, critical communications, and enhanced mobile broadband, respectively. To allow the 3rd party, /UE or Network Functions to access information regarding services provided by the network (e.g. connectivity information, QoS, mobility, etc.) and to dynamically customize the network capability for different diverse use cases within the limits set by the operator, the next generation system should provide suitable access/exchange of network/connectivity information (e.g. via APIs) to the 3rd party, /UE and Network Functions. 
[bookmark: _GoBack] Additionally, to enable service optimisations, the NextGen system should support the combination, collection and exposure of additional context information from/to Network Functions, UE and 3rd parties.

Solutions for this key issue will study the following aspects (non-exhaustive list):

-	Define network capability and context information exposure framework.
-	Identify information from the UE, external applications, Network Functions, and RAN that can be used, to create session/network context information.
-	Identify the mechanisms and interfaces to expose network capabilities and context information to the 3rd party, and/or  UEs and Network Functions.
-	Identify the network information and/or context information that can be provided to 3rd party ISPs/ICPs and to the UE, and to Network Functions to enable more customized and efficient service provision:
-	For any identified information, how the operator network to acquire information and to allow the 3rd party and/or, the UE and the Network Functions to access these information.
-	How to create the network slice based on the requirement of the 3rd party or customize network function on-demand.
Editor's note:	Whether the above bullet involves possible work of SA2 is FFS.
-	Support the existing network capability exposure within the next generation system architecture
-	Support APIs for exposure of new network capabilities and context information within the next generation system

NOTE 1:	Exposure of new system capabilities will be studied based on the exposure requirements captured in TR 22.861 [4], TR 22.862 [5], TR 22.863 [6] and TR 22.864 [7].
NOTE 2:	APIs are not necessarily in the scope of 3GPP.
Solutions for this key issue will assume that the next generation system should be able to expose network capabilities to the 3rd party and the UE and enable exchange of information in a secured way.
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